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Benefits/Features

Modernizing your IBM® i applications and data has led to better digital experiences and the extension of 

those applications to web, mobile, and cloud environments. However, these same conveniences have also 

placed your organization at risk of cyber threats and security  breaches. Running network-level protection 

does not provide the comprehensive coverage you need to secure your IBM i. A valid user inside your 

network, clicking on an embedded hotlink, is only one example of how a threat can jeopardize the access and 

security of critical business systems.

Improve security and compliance while safeguarding 
data environments for future innovation 

Comprehensive security  
End-to-end policy-based MFA and single sign-on 
(SSO) for IBM i.

Dynamic password protection
Multifactor authentication tokens on both the 
operating system and application layers. 

Flexible deployment 
Across on-premises, cloud, and hybrid 
environments that contain mission-critical 
IBM i data and applications.

Centralized management 
Easily set up users and manage permissions in 
the Rocket MFA portal.

Broad support 
Authenticate across numerous security methods 
and protocols, including RSA SecurID RADIUS, LDAP, 
TOTP, or Yubico OTP.
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Protect against risks with Rocket Software:

With Rocket MFA (IBM i Edition), you can:

Create 
A secure but scalable environment where 
innovation can thrive.

Ensure 
The applications and services hosted on those  
environments remain easily accessible to 
employees and customers. 

Comply 
With stringent data regulations and align with 
security best practices.

Extend 
The lifetime utility of your IBM i infrastructure 
and secure your organization’s ability to provide 
cutting-edge, innovative digital experiences.

Integrate 
Seamlessly with Rocket® Terminal Emulator, 
Rocket® Modern Experience, and more, allowing 
you to effortlessly extend MFA security across your 
Rocket products.

Gain 
More flexibility in your security deployment 
strategy by building web services to extend 
MFA authentication where needed.

The future won’t wait—modernize today.
Talk to an expert

Visit RocketSoftware.com

OF BREACHES 
USED OR STOLE 
USER CREDENTIALS 

37%
INVOLVED IN SOCIAL 
ENGINEERED ATTACKS, 
LIKE PHISHING 

22%
USED SUBTLE 
MALWARE ATTACKS, 
LIKE KEYLOGGERS 

17%
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